Chapter 14 - Verifying SHRINE Operation

After installing and configuring SHRINE, you can verify the installation by navigating to each application's login page and signing in as the 'shrine’ user:

® The SHRINE Data Steward - the url should be in the form of https://your_shrine_url:6443/shrine-api/shrine-steward/ . Start here to create a topic.

SHRINE DATA STEWARD

p— — ——
Username* *Required Field
=
Password*
=

" The SHRINE Webclient - the url should be in the form of https://your_shrine_url:6443/shrine-api/shrine-webclient/ . This will be the application you
use most often.

SHRINE Login

SHRINE ACT Hub username:
[ | |
SHRINE ACT Hub password:

SHRINE Host: {
| SHRINE ACT Hub -

| Login




" The SHRINE Dashboard - the url should be in the form of https://your_shrine_url:6443/shrine-api/shrine-dashboard/

SHRINE DASHBOARD Helo,Stsoi &~
M Version Info

i2b2 Connections This site is running SHRINE 2.0.0 built on 2019-09-10 13:14:25
Keystore This site is currently using SHRINE ontology version UNKNOWN

Based on concept term: \SHRINE\SHRINE\ONTOLOGYVERSION
Adapter

This site is currently using AdapterMappingV201.csv for mappings, last edited on 2019-07-24 20:09:59
QEP
Config System Health
Problem Log Component System Health

Keystore: OK

QEP: OK

Adapter: OK

Logging into the Dashboard gives you an all-in-one systems view of the SHRINE installation. You can cycle through the different panes on the left hand
side to view different statistics of your SHRINE installation.

You should check to see if you are able to execute a query and see results come back from your own site as well as others on the
network. If you do not see your own site and/or other sites, please submit a JIRA ticket with the issue and notify your network
administrator.
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